**案例解析网络安全的那些事**
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**原标题：**



提高网络安全意识 防范个人信息泄漏

　　**央视网特稿**（记者 高宇婷）如今，网络是许多人的生活必需品，可它随之带来的安全问题也越来越多。如何既享受网络的便捷，又保障自己的网络安全呢？

　　2015年第二届宁夏网络安全周，自治区党委网信办会同自治区信息化办公室、公安厅、通信管理局等相关部门开展了知识问答、公众体验展、群众网络安全知识普及等多种活动，仅《网络安全知识手册》就发放了10万册，吸引了100多万市民参与。

　　日前，央视网记者采访了宁夏公安厅网安总队案件支队支队长罗涛源，他用案例结合《网络安全知识手册》，讲解如何保证自己的网络安全，以及在网络上做到不触犯法律、不侵害他人的网络安全等知识。

　　**案例一：网络诈骗**——**财务人员点开陌生邮件，96万元被骗走**



警惕网络诈骗

　　2014年底，宁夏银川市某公司的财务人员小王，在QQ上收到公司老板张总的消息。张总询问了小王公司账户的数额，随后发给他一个账号，要求小王将96万元工程款打入此账户。

　　小王去银行汇完款，回到公司正好碰到张总。就告诉张总，那笔工程款已经汇去了。张总纳闷，自己并没有让小王汇款啊！这时两人突然意识到遇到了骗子，便立即报警。

　　由于报警及时，警方马上冻结了骗子账户上的30万元。专案组经过两个多月的调查，抓获了犯罪嫌疑人，同时追回10万余元被骗款项。然而剩余的50余万元，早已被取走。

　　案发后，小王将自己的笔记本电脑拿到公安部门检查，警察发现，在小王的QQ邮箱里有一封携带病毒的陌生邮件，正是它盗取了小王的QQ信息。

　　据罗涛源介绍，骗子一般先在网上购买一款盗号木马，然后搜索各类财务人员的QQ群，以财务人员的名义加入群内，再给群成员群发以财务考试、会计师考试等为题带有病毒的邮件，只要打开邮件点击链接，病毒便会进入电脑盗取QQ密码。

　　骗子顺利登入小王的QQ，经过观察，找到了公司老板张总的QQ号。删掉张总的号，同时添加了一个和他QQ头像、昵称等完全一样的QQ号。就这样，骗子轻易骗取了96万元。

　　**警察提示：**

　　1、不要打开陌生邮件；

　　2、公司财务流程应当规范，汇款等重要事项应当由负责人当面签字确认，涉及亲朋好友借钱也应当电话或当面确认；

　　3、电脑一定要安装杀毒软件，定期扫描系统、查杀病毒；及时更新病毒库、更新系统补丁；

　　4、骗子们平时各自忙活，一旦有“生意”，会集体出动，别指望被骗的钱能如数追回。以90万元为例，骗子们会通过网银，将这笔钱划入45张银行卡内，在各地立即提现。因此，一定要注意在日常生活中提高网络安全防范意识。

　　**案例二：非法侵入他人电脑**——**造成危害可治安拘留或刑拘**



警惕黑客入侵

　　2009年，宁夏永宁县政府网站受到黑客攻击，首页变成了恐怖分子的照片。经警方调查发现，一位黑客早些年到永宁县政府的网站里“溜达”了一圈后，随手放置了一个后门程序。

　　不久，永宁县政府网站存在的漏洞被恐怖分子发现，便利用这名黑客先前放置的后门程序，“黑”了永宁县政府的网站。

　　根据《治安管理处罚法》第29条规定，违反国家规定，侵入计算机信息系统，造成危害的，处5日以下拘留；情节较重的，处5日以上10日以下拘留。

　　罗涛源表示，目前网上的违法成本低，也是保障网络安全的一个短板。

　　警察提示：

　　别人家的计算机，不是你想去溜达就能溜达。

　　《刑法》第二百八十五条规定，违反国家规定，侵入国家事务、国防建设、尖端科学技术领域的计算机信息系统的，处三年以下有期徒刑或者拘役。

　　第二百八十六条规定，违反国家规定，对计算机信息系统功能进行删除、修改、增加、干扰，造成计算机信息系统不能正常运行，后果严重的，处五年以下有期徒刑或者拘役；后果特别严重的，处五年以上有期徒刑。

　　**案例三：QQ群内传播淫秽色情视频**——**6名管理员被依法批捕**



警惕色情信息

　　2015年年初，宁夏银川市几名年轻人闲来无聊，组建了一个QQ群，群内先后加入了400名成员。之所以能吸引这么多人纷纷加入群内，是因为群内上传了大量淫秽视频。

　　据统计，6名群管理员，先后在群里上传了46部淫秽色情视频，然而这6名年轻人不知道，自己早已被网络警察盯上。警方发现后及时立案侦破，6名涉案的管理员已被依法批捕。

　　**警察提示：**

　　在公共空间，以牟利为目的，上传20部以上的淫秽视频，依照刑法第三百六十三条第一款的规定，以制作、复制、出版、贩卖、传播淫秽物品牟利罪定罪处罚。不以牟利为目的，上传40部以上的淫秽视频，依照刑法第三百六十四条第一款的规定，以传播淫秽物品罪定罪处罚。

　　此案中，六名管理员不以牟利为目的，根据刑法第三百六十四条相关规定，传播淫秽的书刊、影片、音像、图片或者其他淫秽物品，情节严重的，处二年以下有期徒刑、拘役或者管制。向不满十八周岁的未成年人传播淫秽物品的，从重处罚。

　　然而，对于个人收藏或者在亲友间传播的，应予以批评教育并收缴其淫秽物品，但不构成本罪。

　　除了这三个不同领域的网络安全案例之外，有网友还提问，在网上因为看法不同，被不明身份的人恶意辱骂，该怎么办。据悉，利用信息网络辱骂、恐吓他人，情节恶劣、破坏社会秩序的，依照刑法第二百九十三条第一款第二项的规定，以寻衅滋事罪定罪处罚。